
下記のとおり見積徴収を行いますので、見積書を提出されるようお願いします。

物 件 名 等

注意事項

見 積 依 頼 書

見積提出期限

及 び 場 所

見積書宛名

納 入 期 限

１　指定日時までに提出されない場合は、見積をご辞退されたものと解釈させていただきま

　す。

２　会社にあっては社印、代表者印を、個人についても記名捺印をお願いいたします。

加賀市長　

加賀市役所窓口課納 入 場 所

落 札 方 法

第 0000327 号伺 番 号

住居地等記録端末

加賀市役所　総務部　管財課

令和 7 年 日月12 22 11 時 00 分午前

令和 8 年 日月2 27

総価落札

加 賀 市 長

令和 年 月 日

(担当　総務部管財課)

７　１２　１２
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消耗品・備品・報償品（単位：台）

15.6型ノートパソコン（設定込み）

台2

001-003-000
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住居地等記録端末　仕様書 

 

1　概要 

○在留カード等の IC チップへ住居地等の記録を行うためのパソコン端末等を調達する。 

○調達したパソコンへの OS 及びセキュリティソフトウェアをセットアップする。 

○市情報系ネットワークへ調達したパソコン端末を接続し、Windoｗs 更新プログラム

やセキュリティソフトのパターンファイルが更新できるよう、調達したパソコン端末及

び情報系サーバ・ネットワークへ必要な設定を行う。 

 

2　納入期限（本事業完了まで） 

　　　令和 8 年 2 月 27 日 

 

3　納入場所 

加賀市役所本庁 1 階　窓口課 

 

4　内　容 

（1）下表に定める仕様のパソコン端末及びソフトウェア等を調達すること。 

（2）調達したパソコン端末への初期設定を行うこと。設定にあたっては、ＯＳセットアッ

プ及びセキュリティソフトの設定を行うこと。 

（3）調達したパソコン端末が当市の情報系ネットワークへの接続できるよう、パソコン端

末及び情報系サーバへ必要な設定を行うこと。 

（4）調達したパソコン端末へ、情報系ネットワークを経由して Windows の更新プログ

ラム及びセキュリティソフトウェアのパターンファイルが配信されるよう、情報系サー

バの設定を行うこと。セキュリティソフトのサーバへのポリシー設定、ライセンス登録

及び端末管理の設定も行うこと。 

（5）各パソコンへ専用の OS ログインユーザを作成すること。作成するユーザについて

は、管理者権限を持つユーザとする。ユーザＩＤ・パスワードについては、受託事業者

決定後に、別途当市から受託事業者へ伝える。 

（6）情報系ネットワークとの接続等に係わる部分及び本業務の実現に必要な情報系サ

ーバの各種設定については、検証が必要な場合は、当市と協議のうえ検証を行うこと。

設定等については、既存情報系サーバ・パソコン・ネットワークの保守事業者であるエ

フサステクノロジーズに内容確認のうえ設定すること。また、エフサステクノロジーズ

への作業依頼が必要な場合は、その費用も見積りに含めること。事前に検証パソコン

を持ち込み、作業内容の検証を行う場合はその旨を申し出ること。なお、最終判断に

ついては、当市と受託業者にて協議のうえ決定する。 

 



2 

（7）見積り提出時、受託業者側で不要と判断し見積りに含めていないソフト等が、本事

業契約後に必要と発覚した場合にあっても、費用の増無く調達及び設定を行うことと

する。 

（8）導入パソコンのメーカーについては国内販売シェアが５％以上であり、国内製造の

パソコンであることを要する。 

（9）当市にて利用中の加賀市インターネットとの接続等に係わる部分については、検証

が必要な場合は、当市と協議のうえ検証を行うこと。設定等については加賀市インタ

ーネット保守事業者であるエフサステクノロジーズに内容確認のうえ設定すること。ま

た、エフサステクノロジーズへの作業依頼が必要な場合は、その費用も見積りに含める

こと。事前に検証パソコンを持ち込み、作業内容の検証を行う場合はその旨を申し出

ること。なお、最終判断については、当市と受託業者にて協議のうえ決定する。 

 

機器・ソフトウェア仕様 

 

15.6 型ノート型パソコン 

 台数 2 台

 機器構成 

（同等品以

上）

· OS：Windows 11 Pro（64 ビット） 

· CPU：Core i5 1335U（P コア最大 4.60GHz）相当以上 

· メモリ：16GB 以上 

· SSD：暗号化機能付フラッシュメモリディスク（PCIe NVMe）

256GB 以上 

· LAN：10/100/1000BASE-T×1（内蔵）以上 

· USB：USB3.2（Gen1）Type-A 準拠 3 ポート以上 

USB4（Gen3）Type-C 準拠 1 ポート以上 

· マウス：USB スクロールマウス（レーザー式、3 ボタン） 

· ポインティングデバイス：あり　フラットポイント 

· キーボード：日本語テンキー付キーボード（キーピッチ約

18.4mm/キーストローク約 3mm、108 キー、JIS 配列準拠） 

· モニタ：15.6 インチ以上　LED バックライト付 TFT カラーLCD 

フル HD（1920×1080）以上、アンチグレア処理、最大 1677

万色 

· HDMI 出力端子×1 以上 

· バッテリ稼動時間：3 時間以上 

· 無線ＬＡＮ：（IEEE802.11a/b/g/n/ac/ax 対応）、内蔵型 

· Web カメラ：有効画素数 92 万画素以上、Windows Hello 対

応 
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ソフトウェア 

 

付属品 

 

5　据付・配線・調整について 

（1）箱・梱包材については引き取ること。 

（2）添付品についてはその種類別に整理して引き渡すこと。特に保証書・ユーザー登録

ハガキ・ライセンス証書についてはその機器との対応が分かりやすいように添付品

とは別に整理して引き渡すこと。 

（3）機器の稼動確認、インストールされているアプリ等の動作確認等を行い、配置先で機

器が完全に動作することを確認の上配置及び引き渡しをおこなうこと。 

 

 · スピーカー：ステレオスピーカー内蔵 

· ヘッドホンマイク端子：3.5mm ステレオ・ミニジャック（マイク・ラ

インイン・ヘッドホン・ラインアウト・ヘッドセット兼用端子） 

· オフィスソフト：Of□ce Home & Business 2024（デジタル

アタッチ形式） 

· ハードウェアセキュリティ：セキュリティチップ（TPM）TCG 

Ver2.0 準拠 

· 筺体サイズ（高さ×幅×奥行 mm）： 33×375×250 以下 

· 重量：本体 1950g 以下 

· 【参考型番】LIFEBOOK A5513/RX 

（Core i5-1335U/16GB/SSD・256GB/光学ドライブなし 

/Win11 Pro 64bit/Office Home & Business2024 

/15.6 型 FHD）

 数量 2 ライセンス

 ソフト構成 · セキュリティソフト：Trend Micro Apex One 

（ライセンス TRSL Trend Micro C/S Premium 新規 Gov.A） 

新規 1 年分ライセンス 

※今回導入するパソコン 2 台分とする。 

※ライセンス数は、今回調達数を踏まえ購入可能な最小単位で 

購入すること。

 数量 各 2 個

 付属品 · カードリーダー M-1860B  

· シリンダー錠 01 カールコードロック 個別キー（BLC01C）
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6　完了時の提出書類 

パソコンの設定手順書を作成し、最終的な設定の調整結果を反映した上で引き渡すこと。 

 

7　その他 

（1）見積書提出時に金額の明細を提出すること。 

（2）稼動時、万が一障害・トラブル等が発生した際は、速やかに対処にあたること。 

（3）入札する設備機器は、原則として入札時点で製品化されていること。入札時点で製

品化されていない機器によって応札する場合には、技術的要件を満たすことの証明

および納入期限までに製品化され納入できることを保証する資料および確約等を

提出すること。 

（4）納入機器で同等以上の機器を定めているものに限り、想定している機器を選択しな

い場合は必ず構成及びカタログ等を見積り提出前に提出し、当市が同等品以上と認

めたものに限る。 

（5）納入及び作業スケジュールを事前に協議の上、作業をおこなうこと。なお、当市には、

機器等を保管する場所がないため、納入及び作業スケジュール検討時に考慮するこ

と。 

（6）情報漏洩対策の観点から、当市ネットワークに接続した機器及び、そのバックアップ

イメージ等を庁舎外に持ち出すことは、当市の指示する場合を除き、禁止とする。 

（7）業務の停止等が発生する作業は、営業時間外に行うこと。 

（8）本事業完了後１年間のハード及びソフト保守については無償で行うこと。 

（9）本事業の対象となるシステム・機器の既存設定及び構成・環境、本事業を実現する為

に必要な作業内容及び作業に必要な情報、本事業の影響により作業が必要となる他

システム・機器の作業内容及び作業に必要な情報については以下の既存導入・保守

業者に確認すること。また、既存導入・保守業者等に作業依頼が必要な場合は、その

費用も見積りに含めること。なお、見積り提出時、受託業者側で既存導入・保守業者

等に作業依頼が不要と判断し見積りに含めていない作業が、本事業契約後必要と発

覚した場合にあっても、費用の増無く対応することとする。 

 

　 　情報系ネットワーク関連　　　　：　エフサステクノロジーズ株式会社 

　　　　　　　　　　　　　　　　　　　　担当：斎藤（携帯:090-5422-1661） 

 　情報系仮想化基盤　　　　 ：　エフサステクノロジーズ株式会社 

　　　　　　　　　　　　　　　　　　　　担当：斎藤（携帯:090-5422-1661） 

 

（10）既存導入・保守業者への設定内容確認、作業依頼等の協力依頼は見積り提出前に

依頼すること。 

（11）本事業完了後１年間は故障などの場合、無償で修理することとする。その際、納入

時と同様に設定した状態で納入すること。 
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8　情報資産及び個人情報の取扱い 

加賀市情報セキュリティに関する規程による機密性の高い情報資産又は個人情報の

保護に関する法律に規定する個人情報を取り扱う場合は、これに係る特記仕様書を

遵守すること。
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情報セキュリティの確保及び個人情報の取扱いに関する特記仕様書 

 

(法令等の遵守) 

第 1 条 受託者(以下「乙」という。)は、委託業務において機密性の高い情報資産又は個人情報を取り扱う場合においては、個

人情報の保護に関する法律(平成 15 年法律第 57 号。以下「法」という。)及び法に基づく政令、省令その他の規程並びに加賀

市(以下「甲」という。)の定める情報セキュリティポリシー(加賀市情報セキュリティ規程(令和 3年加賀市訓令・教育委員会

訓令・選挙管理委員会訓令・監査委員訓令・公平委員会訓令・農業委員会訓令・固定資産評価審査委員会訓令・病院事業訓令・

消防本部訓令・議会訓令第 1 号)及び加賀市情報セキュリティ対策基準及び実施手順をいう。以下同じ。)に基づき、本情報セ

キュリティの確保及び個人情報の取扱いに関する特記仕様書(以下「特記仕様書」という。)を遵守しなければならない。 

(定義) 

第 2 条 特記仕様書において使用する用語の意義は、特に定めがあるもののほか、法及び情報セキュリティポリシーで使用する

用語の例による。 

(責任体制の整備) 

第 3 条 乙は、情報セキュリティの確保及び個人情報の取扱い(以下「情報セキュリティの確保等」という。)について、内部に

おける責任体制を構築し、その体制を維持しなければならない。 

(作業責任者等の届出) 

第 4 条 乙は、機密性の高い情報資産であって甲が指定するもの及び個人情報(以下「情報資産等」という。)の取扱いに係る作

業責任者及び作業従事者を定め、甲からの求めに応じ、書面(電磁的記録を含む。以下同じ。)により報告しなければならない。 

２ 乙は、作業責任者又は作業従事者を変更する場合は、事前に書面により甲に申請し、その承認を得なければならない。 

３ 作業責任者は、特記仕様書に定める事項を適切に実施するよう作業従事者を監督しなければならない。 

４ 作業従事者は、作業責任者の指示に従い、特記仕様書に定める事項を遵守しなければならない。 

(作業場所の特定) 

第 5 条 乙は、情報資産等を取り扱う場所(以下「作業場所」という。)を定め、甲からの求めに応じ、業務の着手前に書面によ

り報告しなければならない。 

２ 乙は、作業場所を変更する場合は、事前に書面により甲に申請し、その承認を得るものとする。 

３ 乙は、甲の事務所内に作業場所を設置する場合は、作業責任者及び作業従事者に対して、乙が発行する身分証明書を常時携

帯させ、事業者名が分かるようにしなければならない。 

(教育の実施) 

第 6 条 乙は、情報セキュリティの確保等に対する意識の向上、特記仕様書における作業従事者が遵守すべき事項その他本委託

業務の適切な履行に必要な教育及び研修を、作業従事者全員に対して実施しなければならない。 

(守秘義務) 

第 7 条 乙及びその従業員(従業員であった者を含む。)は、本委託業務の履行により直接又は間接に知り得た情報資産等を第三

者に漏らしてはならない。契約期間満了後又は契約解除後も同様とする。 

２ 乙は、本委託業務に関わる作業責任者及び作業従事者に対して、秘密保持に関する誓約書を提出させるものとする。 

(再委託) 

第 8 条 乙は、本委託業務を第三者へ委託(2 以上の段階にわたる委託を含む。以下「再委託」という。)してはならない。 

２ 乙は、本委託業務の一部をやむを得ず再委託する必要がある場合は、再委託先の名称、再委託する理由、再委託して処理す

る内容、再委託先において取り扱う情報、再委託先における安全性及び信頼性を確保する対策並びに再委託先に対する管理及

び監督の方法を明確にした上で、業務の着手前に、書面により再委託する旨を甲に申請し、その承認を得なければならない。 

３ 前項の場合においては、乙は、再委託先に特記仕様書に基づく一切の義務を遵守させるとともに、甲に対して、再委託先の

全ての行為及びその結果について責任を負うものとする。 

４ 乙は、再委託先との契約において、再委託先に対する管理及び監督の手続及び方法について具体的に規定しなければならな

い。 

５ 乙は、再委託先に対して本委託業務を委託した場合は、その履行状況を管理・監督するとともに、甲の求めに応じて、管理・

監督の状況を甲に対して適宜報告しなければならない。 

(派遣労働者等の利用時の措置) 

第 9 条 乙は、本委託業務を派遣労働者、契約社員その他の正社員以外の労働者に行わせる場合は、正社員以外の労働者に特記

仕様書に基づく一切の義務を遵守させなければならない。 

２ 乙は、甲に対して、正社員以外の労働者の全ての行為及びその結果について責任を負うものとする。 

(情報資産等へのアクセスの許可等) 

第 10 条 乙は、本委託業務に係る情報資産等を情報システムにより取り扱う場合は、アクセス許可及びアクセス時の情報セキ

ュリティ要求事項並びにアクセス方法の監視及び管理を行わなければならない。 

(個人情報の取得) 

第 11 条 乙は、本委託業務の遂行にあたって個人情報を取得するときは、業務を履行するために必要な範囲内で、適正かつ公

正な手段により取得しなければならない。 

(情報資産等の管理) 

第 12 条 乙は、本委託業務において利用する情報資産等を保持している間は、次の各号の定めるところにより、情報資産等の

管理を行うものとする。 

(1) 施錠が可能な保管庫又は施錠若しくは入退室管理の可能な保管室で厳重に情報資産等を保管すること。特に個人情報そ

の他の重要な情報については、暗号化、パスワードの設定、個人情報の匿名化、アクセス制限等の必要な措置を講じなけれ

ばならない。 

(2) 情報資産等を定められた場所から持ち出さないこと。 

(3) 情報資産等を電子データで持ち出す場合は、電子データの暗号化処理又はこれと同等以上の保護措置を施すこと。 

(4) 事前に甲の承認を受けて、業務を行う場所で、かつ、業務に必要最小限の範囲で行う場合を除き、情報資産等を複製又

は複写しないこと。 

(5) 情報資産等を移送する場合(電子データで送信する場合等を含む。)は、移送の方法を明確にし、甲に報告すること。 
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(6) 情報資産等を電子データで保管する場合、当該データが記録された媒体及びそのバックアップの保管状況並びに記録さ

れたデータの正確性について、定期的に点検すること。 

(7) 情報資産等を管理するための台帳等を整備し、情報資産等の利用者、保管場所その他の情報資産等の取扱いの状況を当

該台帳等に記録すること。 

(8) 情報資産等の紛失、漏洩、改ざん、破損その他の事故(以下「情報資産等の漏洩等の事故」という。)を防ぎ、機密性、

完全性及び可用性の維持に責任を負うこと。 

(9) 作業場所に、作業従事者の私用パソコン、私用外部記録媒体その他の私用物を持ち込んで、情報資産等を扱う作業を行

わせないこと。 

(10) 情報資産等を利用する作業を行うパソコンに、情報資産等の漏洩につながると考えられる業務に関係のないアプリケ

ーションをインストールしないこと。 

(提供されるサービスレベルの保証) 

第 13 条 乙は、本委託業務において情報システムを使用する場合においては、当該情報システムの信頼性の確保等の品質を維

持するため、甲が必要とする場合は、サービスレベル(可用性及び完全性)を保証する内容を提示しなければならない。 

(ネットワーク、情報システム等の使用) 

第 14 条 乙は、本委託業務の遂行にあたって、甲の管理するネットワークに乙の情報機器を接続し、又は甲の管理する情報シ

ステムの端末を利用する場合は、あらかじめ甲の指示に従い必要な事務手続を行わなければならない。 

２ 乙は、前項のネットワークに接続した情報機器又は情報システムの端末について、業務遂行の目的以外の目的で利用しては

ならない。 

３ 乙は、第 1項のネットワークに接続した情報機器については、適正な使用を行うとともに、特に第三者に使用させないよう

適切に管理しなければならない。ただし、あらかじめ甲の承認を得て第三者に使用させる場合は、この限りでない。 

４ 乙は、第 1項のネットワークに接続した情報機器について、前項に定めるもののほか、情報セキュリティを確保するための

必要な安全対策を講じなければならない。 

５ 甲は、乙が前項までの規定に違反した場合には、ネットワークからの情報機器の切断、情報システムの利用停止等の措置を

とることができる。この場合において、乙の業務の円滑な遂行に支障が生じることがあっても、甲はその責任を負わない。 

(情報資産等の目的外利用及び第三者への提供の禁止) 

第 15 条 乙は、本委託業務において利用する情報資産等について、本委託業務以外の目的で利用してはならない。また、甲に

無断で第三者へ提供してはならない。 

(受渡し) 

第 16 条 乙は、甲からの情報資産等の受渡しに関しては、甲が指定した手段、日時及び場所で行った上で、甲に預り証その他

の情報資産等の受領を証する書面を提出しなければならない。 

(情報資産等の返還又は廃棄) 

第 17 条 乙は、本委託業務の終了時に、本委託業務において利用する情報資産等について、甲の指定した方法により、返還又

は消去若しくは廃棄を実施しなければならない。 

２ 乙は、本委託業務において利用する情報資産等を消去又は廃棄する場合は、事前に消去又は廃棄すべき情報資産等の項目、

媒体名、数量、消去又は廃棄の方法及び処理予定日を書面により甲に申請し、その承諾を得なければならない。 

３ 乙は、情報資産等の消去又は廃棄に際し甲から立会いを求められた場合は、これに応じなければならない。 

４ 乙は、本委託業務において利用する情報資産等を廃棄する場合は、当該情報が記録された電磁的記録媒体の物理的な破壊そ

の他当該情報資産等を判読不可能とするのに必要な措置を講じなければならない。 

５ 乙は、情報資産等の消去又は廃棄を行った後、消去又は廃棄を行った日時、担当者名及び消去又は廃棄の内容を記録し、書

面により甲に対して報告しなければならない。 

(情報資産等の取扱い状況の報告) 

第 18 条 乙は、情報資産等の取扱いの状況について、定期的に、又は甲からの求めに応じて直ちに報告しなければならない。 

(監査及び検査) 

第 19 条 甲は、本委託業務に係る情報資産等の取扱いについて、特記仕様書の規定に基づき必要な措置が講じられているかど

うか検証及び確認するため、乙及び再委託先に対して、監査又は検査(甲による監査又は検査が困難な場合にあっては、第三

者又は第三者監査に類似する客観性が認められる外部委託事業者の内部監査部門による監査、検査又は国際的なセキュリティ

の第三者認証(ISO/IEC27001 等)の取得等の確認を含む。)を行うことができる。 

２ 甲は、前項の目的を達するため、乙に対して必要な情報を求め、又は本委託業務の処理に関して必要な指示をすることがで

きる。 

(事故時の対応) 

第 20 条 乙は、本委託業務に関し情報資産等の漏洩等の事故が発生した場合は、その事故の発生に係る帰責の有無に関わらず、

直ちに甲に対して、当該事故に関わる情報資産等の内容、件数、事故の発生場所、発生状況等を報告し、甲の指示に従わなけ

ればならない。 

２ 乙は、情報資産等の漏洩等の事故が発生した場合に備え、甲その他の関係者との連絡、証拠保全、被害拡大の防止、復旧、

再発防止の措置を迅速かつ適切に実施するために、緊急時対応計画を定めるものとする。 

３ 甲は、本委託業務に関し情報資産等の漏洩等の事故が発生した場合は、必要に応じて当該事故に関する情報を公表すること

ができる。 

(契約解除) 

第 21 条 甲は、乙が特記仕様書に定める義務を履行しない場合は、本委託業務の全部又は一部を解除することができる。 

２ 乙は、前項の規定による契約の解除により損害を受けた場合においても、甲に対して、その損害の賠償を請求することはで

きないものとする。 

(損害賠償) 

第 22 条 乙の故意又は過失を問わず、乙が特記仕様書の内容に違反し、又は怠ったことにより、甲に対する損害を発生させた

場合は、乙は、甲に対して、その損害を賠償しなければならない。 


